**HOWMETS ONLINE-DATABESKYTTELSESERKLÆRING**

# GENEREL POLITIK

**1. Introduktion**

Howmet Aerospace er en producent af højtydende avancerede løsninger til luftfarts-, forsvars- og transportmarkederne. Howmet Aerospace Inc., der har hovedkvarter i Pittsburgh, PA, USA, og dets internationale associerede selskaber (samlet benævnt “Howmet, “vi” og “os”), har en global forretningsmæssig tilstedeværelse.

Det betyder, at:

##### Vi genererer indtægter fra salg af produkter, ikke dine data ([se yderligere oplysninger i vores regnskabsmæssige resultater](https://www.howmet.com/financial-releases/)).

##### Dine data vil sandsynligvis blive opbevaret i USA og/eller tilgået af en amerikansk statsborger.

##### Vi er underlagt flere persondatalove og -forordninger.

Bemærk, at mængden af oplysninger, som Howmet skal indsamle for at kunne betjene dig i en bestemt forretningstransaktion, sandsynligvis vil variere fra tilfælde til tilfælde. Hvis der er nogle oplysninger, som du vælger ikke at udlevere, er det måske ikke muligt for dig at fortsætte med din valgte forretningsaktivitet med Howmet. Vi garanterer, at eftersom sikkerhed og integritet er blandt vores kerneværdier, anvender vi dem til behandlingen af dine data, og vi efterkommer beskyttelsen heraf i henhold til denne online-databeskyttelseserklæring (“erklæring”). Denne erklæring gælder for Howmet.com og andre eksterne Howmet-websteder, der linker til denne erklæring (“webstederne”). I denne generelle politik fokuserer vi på de forhold, der generelt gælder for dine oplysninger. Du kan finde relevante landespecifikke forskelle i afsnittene nedenfor.

**Oversigt over databeskyttelse**

**Hvis du kun besøger vores websteder**

**Formål**: at få indsigt i brugen af vores websteder

**Retsgrundlag**: dit samtykke

Når du bruger vores websteder, kan vi indsamle visse informationer ved hjælp af cookies, webserverlogfiler, web-beacons og JavaScript. Du bedes du gennemgå vores [https://www.howmet.com/global/en/pdf/Howmet-Cookie-Policy.pdf](https://www.howmet.com/privacy/?cn=y)for at få flere oplysninger om, hvordan vi indsamler og bruger disse.

**Hvis du kontakter os**

**Formål:** at gøre Howmet i stand til at besvare dine forespørgsler på en organiseret måde og give dig oplysninger efter behov

**Retsgrundlag**: en kombination af dit samtykke og legitime interesser

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Kontekst** | **Howmet-modtagere/kontakter** | **Tjenesteudbydere** | **Behandlede personoplysninger** | **Opbevaring af data** |
| Afsendelse af en e-mail til eller modtagelse fra en @howmet.com-e-mailadresse | Den person hvortil du sender din e-mail, afsenderen af en e-mail og informationssikkerhed for mistænkelige e-mails | Microsoft (USA) og en sikker e-mailgatewayudbyder (USA) | E-mailadresse, e-mailunderskrift og indholdet af e-mailen | 850 dage som standard |
| Udfyldelse og afsendelse af en kontaktformular på et websted til: | Howmet[-lokationsrepræsentanter](https://www.howmet.com/locations/) og/eller -afdelinger (f.eks. [investorrelationer](https://www.howmet.com/contact-investor-relations/), [medier](https://www.howmet.com/media-contacts/), [miljø, sundhed og sikkerhed](https://www.howmet.com/contact-ehs/), ud over forretningsenhedssalg for tilbud eller salgsforespørgsler) adresseret | Kontaktoplysninger, du angiver, og din meddelelse |
| Lokationer for Howmet Fastening Systems | QuickBase (USA) | Indtil du anmoder om sletning af din forespørgsel |
| Lokationer for Howmet Wheel Systems | Salesforce (USA) | Indtil du afmelder eller anmoder om sletning af din forespørgsel |
| Tilmelding til e-mail-advarsler | Reachmail (USA) | Fornavn, efternavn, e-mailadresse | Indtil du afmelder dig |
| Krav om hjulgaranti | Regionalt flådeservicecenter, kvalitet, salg, IT-supportpersonale (HU) | Salesforce (USA), WordPress (USA) | Fornavn, efternavn, e-mailadresse + oplysninger om kravet | 10 år fra den dato, hvor kravet blev modtaget |

**Hvis du er Howmet-kunde eller -leverandør**

**Formål**: at gøre det muligt for Howmet at opretholde nøjagtige kunde- og leverandøroptegnelser, levere sine produkter til sine kunder, modtage de tjenester, der er nødvendige for sine forretninger og administrere tredjepartsrisici

**Retsgrundlag**: en kombination af legitime interesser og juridiske forpligtelser

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Kontekst** | **Howmet-modtagere** | **Tjenesteudbydere** | **Behandlede personoplysninger** | **Opbevaring af data** |
| Registrering af leverandør | Lokation- og indkøbsrepræsentanter ([globalt](https://www.howmet.com/locations/)), Master Data Management (HU), IT-supportpersonale (USA) | Tata Consultancy Services (IN), Oracle (USA) | Fornavn, efternavn, telefonnummer og e-mailadresse | Personoplysninger, der er knyttet til ugyldige e-mailadresser, slettes |
| Registrering og interaktion gennem [HowmetDirect](https://www.howmetdirect.com/) | Indkøbsrepræsentanter ([globalt](https://www.howmet.com/locations/)), ejere af forretningsprocesser ([globalt](https://www.howmet.com/locations/)), IT-supportpersonale (USA) | Tata Consultancy Services (IN) | Brugere, der er inaktive i 12 måneder, og registrerede brugere under inaktive kunder eller leverandører underlægges månedlig sletning |
| Udførelse af due diligence på mellemmænd | Master Data Management (HU), etik og overholdelse (USA) | Dow Jones & Company (USA) | Ud over ovenstående kontaktoplysninger, fødselsdato for enkeltmandsvirksomheder, hvis det er nødvendigt for unik identifikation | Data slettes efter anmodning |

**Hvis du ansøger om et job**

**Formål**: at gøre Howmet i stand til at administrere vores [ansættelsesproces fra start til slut](https://www.howmet.com/application/) , fra indsendelse af din ansøgning til accept af et jobtilbud.

**Retsgrundlag**: dit samtykke

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Kontekst** | **Howmet-modtagere** | **Tjenesteudbydere** | **Behandlede personoplysninger** | **Opbevaring af data** |
| **Valgfrit** : at bruge værktøjer til at understøtte ansøgningsprocessen, såsom genoptage parsing og profilimport | **Udkast til ansøgning:** ingen (indtil indsendt)  **Indsendt ansøgning:** Rekrutteringsmedarbejdere globalt i Howmet, ansættelsesleder, HR-teknologi (USA) | Jobvite (USA), LinkedIn (USA), Indeed (USA) | Oplysninger i dit CV eller Indeed/LinkedIn-profil | Midlertidig – indtil udfyldelse af ansøgningsske-maet |
| Udarbejdelse og indsendelse af din ansøgning online via Howmets Oracle Cloud-forekomst til en bestemt stilling | Oracle (USA) | Kontaktoplysninger, som du tilvejebringer, eventuelle oplysninger i det CV/resume som du deler | Indtil du sletter dit udkast til ansøgning eller profil (instruktioner sendes via e-mail)  Derudover, hvis du ikke interagerer med din udkast til ansøgning i løbet af 30 dage, fjernes den automatisk |
| Indhentning af jobspecifikke baggrundsoplysninger, når det er relevant (USA, CA, MX, DE) | Rekrutteringsmedarbejdere involveret i udvælgelsen (US, CA, MX, DE), juridisk afdeling efter behov | HireRight (USA) | National identifikator, uddannelsesmæssig og kriminel baggrund. Kredittjek kun hvis nødvendigt | 6 måneder for ikke-amerikanske kandidater og 5 år for amerikanske kandidater |
| Bekræftelseproces for ansættelse (USA) | HR-personale involveret i administration af nyansatte (USA) | Som fastslået af de amerikanske Citizenship and Immigration Services. **Detaljer:**  [I-9 Verifikation af ansættelsesberettigelse](https://www.uscis.gov/sites/default/files/document/forms/i-9.pdf) | Det fastslås af de amerikanske Citizenship and Immigration Services. **Detaljer** :  [Lagring og opbevaring | USCIS](https://www.uscis.gov/i-9-central/complete-correct-form-i-9/retention-and-storage) |

**Hvis du indsender en anmodning om databeskyttelse, klage eller en integritetsbekymring**

**Formål**: at gøre Howmet i stand til at evaluere anmodningen eller den indberettede sag og svare på den i overensstemmelse med gældende krav

**Retsgrundlag**: retslig forpligtelse

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Kontekst** | **Howmet-modtagere** | **Tjenesteudbydere** | **Behandlede personoplysninger** | **Opbevaring af data** |
| Udfyldelse og afsendelse af [anmodningsformularen for registrerede](https://www.howmet.com/privacy/dsr) | Privacy Office (US, NL, HU) | OneTrust (USA) | Kontaktoplysninger, som du tilvejebringer, og oplysninger om din anmodning, klage eller bekymring | I overensstemmelse med tidsrammer for civilretlige krav, som varierer fra land til land |
| Kontakt til [Integrity Line](https://www.howmet.com/integrity-line/) | Etik og overholdelse (USA) og andre afdelinger efter behov for at undersøge rapporten ([globalt](https://www.howmet.com/locations/)) | Navex (USA) | 10 år |

**Automatiseret beslutningstagning**

Der er ingen automatiseret beslutningstagning i forbindelse med nogen af de ovennævnte aktiviteter.

**Overførsel af data globalt**

I det omfang det er nødvendigt, og i overensstemmelse med tabellerne ovenfor i denne politik, vil dine oplysninger være tilgængelige fra lande uden for Det Europæiske Økonomiske Samarbejdsområde, Storbritannien og Schweiz (herunder USA, Mexico, Kina, Brasilien, Australien), der er underlagt forskellige standarder for databeskyttelse. Howmet træffer passende foranstaltninger til at sikre, at overførsel af personoplysninger er i overensstemmelse med gældende love og omhyggeligt administreret for at beskytte dine databeskyttelsesrettigheder og -interesser, og overførsler begrænses til lande, der anerkendes som ydende et tilstrækkeligt niveau af juridisk beskyttelse, eller hvor vi er overbeviste om, at alternative ordninger er indført for at beskytte dine databeskyttelsesrettigheder. Med henblik herpå:

* sikrer vi, at overførsler inden for Howmet er dækket af en aftale indgået af medlemmer af Howmet (en koncernintern aftale), som kontraktligt forpligter hvert medlem til at sikre, at personoplysninger modtager et passende og konsekvent beskyttelsesniveau, uanset hvortil de overføres inden for Howmet, herunder [Europa-Kommissionens standardkontraktbestemmelser](https://commission.europa.eu/publications/standard-contractual-clauses-international-transfers_en), den føderale databeskyttelses- og informationskommissærs reviderede standardkontraktbestemmelser, eller  [Storbritanniens internationale dataoverførselsaftale/-tillæg, hvor relevant](https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/),
* hvis vi overfører dine personoplysninger uden for Howmet eller til tredjeparter beliggende globalt, herunder uden for EØS/Storbritannien/Schweiz, som hjælper med til at levere vores produkter og tjenester, indhenter vi kontraktmæssige forpligtelser fra dem til at beskytte dine personoplysninger, herunder, hvor relevant, [Europa-Kommissionens standardkontraktbestemmelser,](https://commission.europa.eu/publications/standard-contractual-clauses-international-transfers_en) den føderale databeskyttelses- og informationskommissærs reviderede standardkontraktbestemmelser, eller [Storbritanniens internationale dataoverførselsaftale/-tillæg](https://ico.org.uk/for-organisations/uk-gdpr-guidance-and-resources/international-transfers/international-data-transfer-agreement-and-guidance/), eller
* hvis vi modtager anmodninger om oplysninger fra retshåndhævende myndigheder eller tilsynsmyndigheder, validerer vi disse anmodninger omhyggeligt, før eventuelle personoplysninger videregives.

Hvis du befinder dig i Det Europæiske Økonomiske Samarbejdsområde (“EØS”), Storbritannien (“Storbritannien”) eller Schweiz, overholder vi gældende lovkrav, der yder tilstrækkelig beskyttelse til overførsel af personoplysninger til modtagere i lande uden for disse områder. Med hensyn til overførsler af personoplysninger til USA overholder Howmet EU-USA Data Privacy Framework (EU-USA DPF), den schweiziske udvidelse til EU-USA DPF, og Storbritanniens udvidelse til EU-USA DPF, som fremsat af det amerikanske handelsministerium. Howmet har bekræftet over for det amerikanske handelsministerium, at det overholder DPF-principperne med hensyn til behandling af personoplysninger, der modtages fra Den Europæiske Union, Schweiz og Storbritannien i tillid til EU-USA DPF, den schweiziske udvidelse til EU-USA DPF, og Storbritanniens udvidelse til EU-USA DPF. Hvis der er nogen konflikt mellem vilkårene i denne privatlivspolitik og EU-USA DPF-principperne, skal principperne have forrang. Hvis du vil vide mere om Data Privacy Framework (DPF)-programmet og se vores certificering, bedes du besøge [https://www.dataprivacyframework.gov/](https://urldefense.us/v3/__https:/www.dataprivacyframework.gov/__;!!FC7L1AR895MIFy38!4V5JJlB7YVnZjbnidDkrlHBgsTEAO9Va1HGSrvod3gYcoEjw-Tu4H9f2gZRwzo05qtIcYKmiGe5R_Ymj-s68fm8HkfxV$). Bemærk, at databeskyttelseslove i EØS, Storbritannien, Schweiz og andre steder kan kræve, at dem, der overfører personoplysninger til Howmet i USA, indgår en særskilt aftale med Howmet, før sådanne overførsler påbegyndes.

Du har ret til at kontakte os på [privacy@howmet.com](mailto:privacy@howmet.com) for at få flere oplysninger om de sikkerhedsforanstaltninger, som vi har indført for at sikre tilstrækkelig beskyttelse af dine personoplysninger, når disse overføres som nævnt ovenfor, samt at modtage en kopi af en sådan overførselsmekanisme.

**Dine rettigheder og valg**

Du har visse rettigheder i forbindelse med dine oplysninger, som du kan udøve via rimelige midler, herunder ved at udfylde vores anmodningsformular på <https://www.howmet.com/privacy/dsr/> eller ved at sende en e-mail til [privacy@howmet.com](mailto:privacy@howmet.com). Vi vil indenfor rimelighedens grænser efterkomme din anmodning med det samme eller informere dig, hvis vi har brug for yderligere oplysninger for at opfylde din anmodning, f.eks. kan vi bede dig om yderligere oplysninger for at bekræfte din identitet og af sikkerhedsmæssige årsager, før vi videregiver eventuelle oplysninger, du anmoder om.

Selv om navnet på disse rettigheder kan variere fra land til land (f.eks. [retten til adgang](https://eur-lex.europa.eu/legal-content/en/TXT/HTML/?uri=CELEX:32016R0679#d1e2513-1-1) i EU kaldes [retten til viden](https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?lawCode=CIV&sectionNum=1798.110.) i Californien), er deres formål i det væsentlige det samme: at give dig kontrollen over dine personoplysninger tilbage. Selvom vi opfordrer dig til at vælge den anmodningstype, der bedst beskriver, hvad du ønsker at opnå, vil vi evaluere dens oplysninger og kontakte dig for at få en afklaring, hvis det er nødvendigt, for at forstå det sagens ønskede resultat og for at fortsætte med at administrere din anmodning eller klage, i hvert tilfælde i overensstemmelse med gældende lov(er) og/eller forordning(er). Således vil vi fokusere på anmodningens indhold og de forventede resultat(er) istedet for de valgte anmodningstyper – og vil aldrig nægte at handle på en anmodning kun på baggrund af dens kategorisering.

I alle tilfælde vil vi give yderligere oplysninger, der er relevante for din anmodning eller klage, om eventuelle næste skridt og tidslinje i vores første forsøg på at kontakte dig.

**Ret til indsigt i oplysninger**

Du har ret til at anmode om, at vi giver dig en beskrivelse, og efter anmodning en kopi, af dine data, som vi har. Derudover har du ret til at blive informeret om: (a) kilden til oplysningerne, (b) behandlingens formål, retsgrundlag og metoder, herunder indsamlingen heraf, (c) den dataansvarliges identitet, og (d) de enheder eller kategorier af enheder, hvortil dine oplysninger blev overført.

**Ret til at berigtige (korrekte) eller fjerne (slette) data**

Du har ret til at anmode om, at vi berigtiger unøjagtige oplysninger. Vi kan forsøge at bekræfte nøjagtigheden af oplysningerne, før vi berigtiger dem. Du kan også anmode om, at vi sletter dine oplysninger – vi vil dog omhyggeligt evaluere sådanne anmodninger fra sag til sag og kun slette, hvis der ikke er nogen undtagelser, f.eks. hvis vi har en forpligtelse til at opbevare oplysningerne.

**Ret til at gøre indsigelse mod behandlingen af dine oplysninger**

Du kan gøre indsigelse mod enhver behandling af dine oplysninger, hvis du mener, at dine rettigheder og frihedsberettigelse opvejer vores interesser. Hvis du gør indsigelse, har vi mulighed for at påvise, at vi har tvingende interesser, der tilsidesætter dine rettigheder og frihedsberettigelse. Du kan bede os om at suspendere behandlingen af dine oplysninger, i hvilket tilfælde vi kun vil få lov til at opbevare oplysningerne i omfang for din anmodning, når du:

* vil have os til at bekræfte nøjagtigheden
* modsætter dig eller ønsker at forsinke sletningen af dine oplysninger
* har gjort indsigelse mod dens brug, og vi skal vurdere, om vi har et altoverskyggende legitimt grundlag.

**Ret til at overføre dine oplysninger**

Du kan bede os om at stille dine personoplysninger til rådighed for dig i et struktureret, almindeligt anvendt, maskinlæsbart format, eller du kan bede om at få dem overført direkte til en anden virksomhed.

**Ret til at gøre indsigelse mod, hvordan vi bruger dine oplysninger til direkte markedsføringsformål**

Du kan anmode om, at vi ændrer den måde, hvorpå vi kontakter dig til markedsføringsformål. Du kan anmode om, at vi ikke overfører dine oplysninger til ikke-tilknyttede tredjeparter med henblik på direkte markedsføring eller andre formål.

**Ret til at indgive en klage til Howmet eller til din lokale tilsynsmyndighed**

Hvis du har eventuelle klager over, hvordan vi behandler dine personoplysninger, beder vi dig om først at forsøge at løse eventuelle problemer med os. Uafhængigt af vores tidligere anmodning har du ret til at indgive en klage til din lokale tilsynsmyndighed: en liste over databeskyttelsesmyndigheder (DPA'er), som efter vores opfattelse er de mest relevante ud fra vores virksomheds perspektiv, kan findes i afsnittet nedenfor. Du er velkommen til at kontakte os, hvis du ikke finder kontaktoplysningerne for din lokale databeskyttelsesmyndighed, eller hvis et link er brudt.

|  |  |  |
| --- | --- | --- |
| **Land** | **DPA-navn** | **Hjemmeside- og kontaktoplysninger** |
| Australien | Den australske informationskommissærs kontor | *Australsk informationskommissær*  W: [oaic.gov.au](http://www.oaic.gov.au/)  E: Formular tilgængelig [online](https://forms.business.gov.au/smartforms/servlet/SmartForm.html?formCode=APC_ENQ&tmFormVersion)  [Organisationens kontaktwebsted](https://www.oaic.gov.au/about-us/contact-us) |
| Østrig | Databeskyttelsesmyndighed  (*Österreichische Datenschutzbehörde (DSB)*) | W: [dsb.gv.at](https://www.dsb.gv.at/)  [Engelsk hjemmeside](https://www.data-protection-authority.gv.at/)  E: [dsb@dsb.gv.at](mailto:dsb@dsb.gv.at)  [Organisationens kontaktwebsted](https://www.data-protection-authority.gv.at/siteinfo/contact.html) |
| Belgien | Databeskyttelsesmyndighed  (*Gegevens-beschermingsautoriteit*)  (*Autorité de protection des données*) | W: [dataprotectionauthority.be](https://www.dataprotectionauthority.be/)  [Hollandsk hjemmeside](https://www.gegevensbeschermingsautoriteit.be/)  [Tysk hjemmeside](https://www.datenschutzbehorde.be/)  [Fransk hjemmeside](https://www.autoriteprotectiondonnees.be/)  E: [contact@apd-gba.be](mailto:contact@apd-gba.be)  [Organisationens kontaktwebsted](https://www.autoriteprotectiondonnees.be/professionnel/actions/contact) |
| Brasilien | National databeskyttelsesmyndighed  (*Autoridade Nacional de Proteção de Dados (ANPD)*) | W: [gov.br/anpd/pt-br](https://www.gov.br/anpd/pt-br)  E: [anpd@anpd.gov.br](mailto:anpd@anpd.gov.br)  [Organisationens kontaktwebsted](https://www.gov.br/anpd/pt-br/canais_atendimento/contact-info) |
| Canada | Kontoret for Canadas databeskyttelseskommissær | W: [priv.gc.ca](http://www.priv.gc.ca/)  E: Formular tilgængelig [online](https://services.priv.gc.ca/q-s/allez-go/eng/8b62761b-7100-4016-886c-0279a78670d6)  [Organisationens kontaktwebsted](https://www.priv.gc.ca/en/contact-the-opc/) |
| Canada – Québec | Québec Kommission for Informationstilgang | W: [cai.gouv.qc.ca](https://www.cai.gouv.qc.ca/)  [Engelsk hjemmeside](https://www.cai.gouv.qc.ca/english/)  E: [cai.communications@cai.gouv.qc.ca](mailto:cai.communications@cai.gouv.qc.ca)  [Organisationens kontaktwebsted](https://www.cai.gouv.qc.ca/a-propos/nous-joindre/) |
| Kina | Den kinesiske cyberspace administration  (*中国网络空间管理局*)  Ministeriet for Industri og Informationsteknologi  (*工业和信息化部*)  Ministeriet for Offentlig Sikkerhed  (中华人民共和国公安部) | *Den kinesiske cyberspace administration*  W: [cac.gov.cn](http://www.cac.gov.cn/)  E: Formular tilgængelig [online](http://www.cac.gov.cn/zrxx/A0918index_1.htm)  [Organisationens kontaktwebsted](http://www.cac.gov.cn/) (rul til bunden)  *Ministeriet for Industri og Informationsteknologi*  W: [miit.gov.cn](http://www.miit.gov.cn/)  [Organisationens kontaktwebsted](http://bzxx.miit.gov.cn/bzxx/appellate/main)  *Ministeriet for Offentlig Sikkerhed*   W: [mps.gov.cn](https://www.mps.gov.cn/)  [Organisationens kontaktwebsted](https://www.mps.gov.cn/) (rul til bunden) |
| Tjekkiet | Kontoret for beskyttelse af personoplysninger  (*Úřad pro Ochranu Osobních Údaj≡ (UOOU)*)*.* | W: [uoou.cz](http://www.uoou.cz/)  [Engelsk hjemmeside](https://www.uoou.cz/en/)  E: [posta@uoou.cz](mailto:posta@uoou.cz)  [Organisationens kontaktwebsted](https://www.uoou.cz/en/vismo/o_utvar.asp?id_org=200156&id_u=10) |
| Frankrig | Den nationale databeskyttelseskommission  (*Kommissionen Nationale de l’Informatique et des Libertés (CNIL)*) | W: [cnil.fr](https://www.cnil.fr/)  [Engelsk hjemmeside](https://www.cnil.fr/en/home)  [Organisationens kontaktwebsted](https://www.cnil.fr/en/contact-us) |
| Tyskland | Forbundskommissær for databeskyttelse og informationsfrihed   (*Bundesbeauftragter für den Datenschutz und die Informationsfreiheit (BfDI)*) | W: [bfdi.bund.de](https://www.bfdi.bund.de/DE/Home/home_node.html)  [Engelsk hjemmeside](https://www.bfdi.bund.de/EN/Home/home_node.html)  E: [poststelle@bfdi.bund.de](mailto:poststelle@bfdi.bund.de)  [Organisationens kontaktwebsted](https://www.bfdi.bund.de/EN/Service/Kontakt/contact_node.html) |
| Hong Kong | Kontoret for databeskyttelseskommissæren for personoplysninger  (*個人資料私隱專員公署*) | W: [pcpd.org.hk](http://www.pcpd.org.hk/)  E: [communications@pcpd.org.hk](mailto:communications@pcpd.org.hk)  [Organisationens kontaktwebsted](https://www.pcpd.org.hk/english/contact_us/contact_us.html) |
| Ungarn | Ungarsk national myndighed for databeskyttelse og informationsfrihed  (*Nemzeti Adatvédelmi és Információszabadság Hatóság (NAIH)*) | W: [naih.hu](http://www.naih.hu/)  [Engelsk hjemmeside](https://naih.hu/about-the-authority)  E: [ugyfelszolgalat@naih.hu](mailto:ugyfelszolgalat@naih.hu)  [Organisationens kontaktwebsted](https://naih.hu/ugyfelszolgalat-kapcsolat) |
| Italien | Databeskyttelsesmyndighed  (*Garanter pr. la Protezione dei Dati Personali)* | W: [garanteprivacy.it](http://www.garanteprivacy.it/)  [Engelsk hjemmeside](https://www.garanteprivacy.it/web/garante-privacy-en/home_en)  E: [protocollo@gpdp.it](mailto:protocollo@gpdp.it); [urp@gpdp.it](mailto:urp@gpdp.it)  [Organisationens kontaktwebsted](http://www.garanteprivacy.it/web/guest/home_en) |
| Japan | Kommissionen til beskyttelse af personoplysninger  (*個人情報保護委員会*) | W: [ppc.go.jp](http://www.ppc.go.jp/)  [Engelsk hjemmeside](https://www.ppc.go.jp/en/index.html)  [Organisationens kontaktwebsted](https://www.ppc.go.jp/en/contactus/) |
| Mexico | Nationalt Institut for Gennemsigtighed, Adgang til Information og Beskyttelse af Personoplysninger  (*Instituto Nacional de Transparencia, Acceso a la Información y Protección de Datos Personales (INAI)*) | W: [home.inai.org.mx/](https://home.inai.org.mx/)  E: [atencion@inai.org.mx](mailto:atencion@inai.org.mx)  [Organisationens kontaktwebsted](https://home.inai.org.mx/?page_id=3253) |
| Marokko | Den nationale kommission for beskyttelse af personoplysninger  (*Kommissionen Nationale de Contrôle de la Protection des Données à Caractère-personale*) | W: [cndp.ma](http://www.cndp.ma/)  E: [contact@cndp.ma](mailto:contact@cndp.ma)  [Organisationens kontaktwebsted](http://www.cndp.ma/fr/contact.html) |
| Nederlandene | Databeskyttelsesmyndighed  (*Autoriteit Persoonsgegevens*) | W: [autoriteitpersoonsgegevens.nl](https://autoriteitpersoonsgegevens.nl/)  [Engelsk hjemmeside](https://autoriteitpersoonsgegevens.nl/en)  [Organisationens kontaktwebsted](https://autoriteitpersoonsgegevens.nl/en/contact-dutch-dpa/contact-us) |
| Singapore | Kommission for beskyttelse af personoplysninger (Personal Data Protection Commission, PDPC) | W: [pdpc.gov.sg](https://www.pdpc.gov.sg/)  E: Formular tilgængelig [her](https://go.gov.sg/pdpc-feedback)  [Organisationens kontaktwebsted](https://www.pdpc.gov.sg/Contact-Us) |
| Sydafrika | Informationsregulatoren | W: inforegulator.org.za/  E: enquiries@inforegulator.org.za.  [Organisationens kontaktwebsted](https://inforegulator.org.za/contact-us/) |
| Sydkorea | Kommissionen til beskyttelse af personoplysninger (PIPC)  Kommissionen for finansielle tjenesteydelser (FSC) | *Kommissionen til beskyttelse af personoplysninger*  W: [pipc.go.kr/np](https://www.pipc.go.kr/np/)  [Engelsk hjemmeside](https://www.pipc.go.kr/eng/index.do)  [Organisationens kontaktwebside](https://www.pipc.go.kr/np/) (rul til bunden)  *Kommissionen for finansielle tjenesteydelser*  W: [fsc.go.kr/index](http://www.fsc.go.kr/index)  [Engelsk hjemmeside](http://www.fsc.go.kr/eng/index)  E: [fsc.ifd@korea.kr](mailto:fsc.ifd@korea.kr)  [Organisationens kontaktwebsted](http://www.fsc.go.kr/eng/co010101) |
| Spanien | Det spanske databeskyttelsesagentur  (*Agencia Española de Protección de Datos (AEPD)*) | W: [aepd.es](https://www.aepd.es/es)  [Organisationens kontaktwebsted](https://www.aepd.es/es/la-agencia/donde-encontrarnos) |
| Schweiz | Kommissær med ansvar for databeskyttelse og information  (*Eidgenössischer Datenschutz- und Öffentlichkeitsbeauftragter (FDIPC)*) | W: [edoeb.admin.ch](https://www.edoeb.admin.ch/edoeb/de/home.html)  [Engelsk hjemmeside](https://www.edoeb.admin.ch/edoeb/en/home.html)  E: info@edoeb.admin.ch  [Organisationens kontaktwebsted](https://www.edoeb.admin.ch/edoeb/en/home/the-fdpic/contact.html) |
| Tyrkiet | Databeskyttelsesmyndighed  (*Kişisel Verileri Koruma Kurumu (KVKK)*) | W: [kvkk.gov.tr](http://www.kvkk.gov.tr/)  [Engelsk hjemmeside](https://www.kvkk.gov.tr/en/)  [Organisationens kontaktwebsted](https://www.kvkk.gov.tr/Icerik/2025/Iletisim) |
| Storbritannien (England og Wales) | Informationskommissærens kontor (ICO) | W: [ico.org.uk](https://ico.org.uk/) [Agentur Kontakt webside](https://ico.org.uk/global/contact-us/) |
| USA | Federal Trade Commission (FTC)  Department of Health and Human Services (HHS) Kontoret for Borgerlige Rettigheder (OCR)  Californiens justitsminister  California Privacy Protection Agency (når etableret) | *Føderal handelskommission*  W: [ftc.gov](http://www.ftc.gov/)  [Organisationens kontaktwebside](https://www.ftc.gov/about-ftc/contact)  *HHS-kontoret for borgerrettigheder*  W: [hhs.gov/ocr/index.html](https://www.hhs.gov/ocr/index.html)  E: [OCRPrivacy@hhs.gov](mailto:OCRPrivacy@hhs.gov)  [Organisationens kontaktwebside](https://www.hhs.gov/ocr/about-us/contact-us/index.html)  *Californiens justitsminister*  W: [oag.ca.gov/privacy/ccpa](https://www.oag.ca.gov/privacy/ccpa)  [Organisationens kontaktwebsted](https://www.oag.ca.gov/contact) |

**Sådan beskytter vi personoplysninger**

**Sikkerhed**

Vi har implementeret og opretholder passende tekniske og organisatoriske sikkerhedsforanstaltninger, politikker og procedurer, der er beregnet til at reducere risikoen for utilsigtet tilintetgørelse eller tab, eller uautoriseret videregivelse eller adgang til sådanne oplysninger, der er passende for arten af de pågældende oplysninger. Da sikkerheden for oplysninger til dels afhænger af sikkerheden af den computer, du bruger til at kommunikere med os, og den sikkerhed, du bruger til at beskytte bruger-id'er og adgangskoder, bedes du træffe passende foranstaltninger til at beskytte disse oplysninger.

**Opbevaring af dine personoplysninger**

Vi opbevarer dine personoplysninger, så længe det med rimelighed er nødvendigt til de formål, hvortil de blev indsamlet, som forklaret i denne erklæring. Under visse omstændigheder kan vi opbevare dine oplysninger i længere tid, for eksempel, hvis vi er forpligtede til at gøre det i overensstemmelse med juridiske, lovgivningsmæssige, skattemæssige, og regnskabsmæssige krav.

Under særlige omstændigheder kan vi opbevare dine personoplysninger i længere tid, således at vi har en nøjagtig optegnelse over dine transaktioner med os i tilfælde af eventuelle klager eller indsigelser, eller hvis vi med rimelighed mener, at der er en potentiel mulighed for en retssag vedrørende dine personoplysninger eller transaktioner.

**Links til andre websteder**

Vores websteder kan tilvejebringe links til andre websteder for din bekvemmelighed og til orientering. Disse websteder drives muligvis uafhængigt af os. Linkede websteder kan have deres egne databeskyttelseserklæringer eller -politikker, som vi kraftigt anbefaler, at du gennemgår. I det omfang, at eventuelle linkede websteder ikke ejes eller kontrolleres af os, er vi ikke ansvarlige for sådanne websteders indhold, eventuel brug af sådanne websteder, eller sådanne websteders databeskyttelsespraksisser, selvom du kan gå direkte til det pågældende websted efter at have besøgt vores.

**Opdateringer til vores online-databeskyttelseserklæring**

Denne databeskyttelseserklæring kan opdateres med jævne mellemrum og uden forudgående varsel til dig for at afspejle ændringer i vores praksisser med hensyn til personoplysninger. Vi slår den opdaterede version op på vores websteder og angiver øverst i erklæringen, hvornår den senest blev opdateret.

**Sådan kontakter du os**

Howmet Aerospace Inc. er den dataansvarlige for dine oplysninger. Hvis du har eventuelle spørgsmål eller kommentarer til denne erklæring, eller hvis du ønsker at udøve dine rettigheder, bedes du kontakte os ved at skrive til os på:

Howmet Aerospace Inc.

Howmet Privacy Office

Att.: Barry Lombarts

201 Isabella Street

Pittsburgh, PA 15212

privacy@howmet.com

**Relaterede oplysninger til EU/USA, Storbritannien/USA og Schweiz/USA om Data Privacy Framework**

Howmet Aerospace Inc. overholder principperne for Data Privacy Framework. I overensstemmelse med EU-USA DPF, den britiske udvidelse til EU-USA DPF, og den schweiziske udvidelse til EU-USA DPF, forpligter Howmet Aerospace Inc. sig til at:

1. løse klager relateret til DPF-principper om vores indsamling og brug af dine personlige oplysninger. Enkeltpersoner i EU, Storbritannien og Schweiz med forespørgsler eller klager vedrørende vores håndtering af personoplysninger, der modtages i tillid til EU-USA DPF, den britiske udvidelse til EU-USA DPF, og den schweiziske udvidelse til EU-USA DPF, skal først kontakte Howmet Aerospace Inc. på:

Howmet Aerospace Inc.

Howmet Privacy Office

Att.: Barry Lombarts

201 Isabella Street

Pittsburgh, PA 15212

[privacy@howmet.com](mailto:privacy@howmet.com)

1. henvise uløste klager vedrørende vores håndtering af personoplysninger, der modtages i tillid til EU-USA DPF, den britiske udvidelse til EU-USA DPF, og den schweiziske udvidelse til EU-USA DPF, til United States Council for International Business, en alternativ tvistbilæggelsesudbyder med hjemsted i USA. Hvis du ikke modtager rettidig bekræftelse af din klage fra os, eller hvis vi ikke har behandlet din klage relateret til DPF-principper på tilfredsstillende vis, bedes du besøge [www.uscib.org](http://www.uscib.org/) for flere oplysninger eller for at indgive en klage. Tjenesterne fra United States Council for International Business leveres uden omkostninger for dig.
2. samarbejde og overholde rådgivningen fra det panel, der er oprettet af EU's databeskyttelsesmyndigheder (DPA'er), Information Commissioner's Office i Storbritannien (ICO), og den schweiziske føderale databeskyttelses- og informationskommissær (FDPIC) med hensyn til uløste klager vedrørende vores håndtering af personoplysninger, der modtages i henhold til EU-USA DPF, den britiske udvidelse til EU-USA DPF, og den schweizisk-amerikanske DPF.

Vær opmærksom på, at:

1. Howmet Aerospace Inc. er underlagt undersøgelses- og håndhævelsesbeføjelser tilhørende den amerikanske Federal Trade Commission (“FTC”), og ethvert andet amerikansk bemyndiget lovbestemt organ og kan derfor være forpligtet til at videregive personoplysninger som svar på lovlige anmodninger fra offentlige myndigheder, herunder for at opfylde nationale sikkerheds- eller retshåndhævelseskrav
2. der er mulighed for, under visse betingelser, at enkeltpersonen kan påberåbe sig bindende voldgift for klager for overtrædelse af denne erklæring
3. Howmet Aerospace Inc. anerkender muligheden for erstatningsansvar i tilfælde af ubeskyttede videreoverførsler til tredjeparter.

Følgende amerikanske datterselskaber til Howmet Aerospace Inc. accepterer at overholde de foregående bestemmelser i denne erklæring, herunder, uden begrænsning, de regresbestemmelser, der er angivet heri:

B&C CASTING, INC.

B&C RESEARCH, INC.

CORDANT TECHNOLOGIES HOLDING LLC

FIRTH RIXSON, INC.

FIRTH RIXSON FORGINGS LLC

FORGED METALS, INC.

FR ACQUISITION CORPORATION (US), INC.

HOWMET ALUMINUM CASTING INC.

HOWMET CASTINGS & SERVICES, INC.

HOWMET CHINA SERVICES CO. LLC

HOWMET CORPORATION

HOWMET GLOBAL FASTENING SYSTEMS INC.

HOWMET HOLDINGS CORPORATION

HOWMET INTER-AMERICA INC.

HOWMET INTERNATIONAL HOLDING COMPANY LLC

HOWMET INTERNATIONAL INC.

HOWMET INTERNATIONAL LLC

HOWMET LAUDEL INC.

HOWMET MEXICAN OPERATIONS LLC

HOWMET MEXICO HOLDINGS LLC

HOWMET NORTH AMERICA HOLDINGS LLC

HOWMET RECEIVABLES GUARANTY SPE LLC

HOWMET RECEIVABLES PURCHASING SPE II LLC

HOWMET SECURITIES LLC

HOWMET TRANSPORT SERVICES, INC.

HOWMET WHEELS INTERNATOINAL VIRGINIA, INC.

HUCK INTERNATIONAL INC.

HUCK PATENTS, INC.

JFB FIRTH RIXSON, INC.

NATI GAS CO.

NEW CENTURY METALS SOUTHEAST, INC.

RIPI LLC

RMI TITANIUM COMPANY, LLC

RTI ADVANCED FORMING, INC.

RTI CAPITAL, LLC

RTI EXTRUSIONS, INC.

RTI MARTINSVILLE, INC.

RTI REMMELE ENGINEERING, INC.

SCHLOSSER FORGE COMPANY

TEMPCRAFT CORPORATION

THREE RIVERS INSURANCE COMPANY

TURBINE COMPONENTS CORPORATION

VALLEY TODECO INC.

# SPECIFIKKE OPLYSNINGER FOR CALIFORNIEN

Dette afsnit ændrer den generelle politik. Derfor vil du eksempelvis finde “hvordan” du udøver dine rettigheder i den pågældende politik.

**Videregivelse af dine personoplysninger**

I de foregående 12 måneder blev dine personoplysninger kun videregivet til gyldige forretningsformål til modtagere inden for Howmet-koncernen og til eksterne tjenesteudbydere som beskrevet i de relevante tabeller i denne politik.

**Salg af dine personlige oplysninger**

I de foregående 12 måneder blev dine personoplysninger ikke solgt.

**Deling af dine personoplysninger til adfærdsbaseret annoncering på tværs af sammenhæng**

I de foregående 12 måneder blev dine personoplysninger ikke delt til adfærdsbaseret annoncering på tværs af kontekster.

**Dine rettigheder**

Dette afsnit ændrer specifikt afsnittet “Dine rettigheder og valg” i politikken.

**Retten til viden, retten til sletning og retten til korrigering af unøjagtige personoplysninger**

Se afsnittene “Retten til at få adgang til data” og “Retten til at berigtige (rette) eller fjerne (slette) data” i den generelle politik.

**Retten til at være fri for diskrimination**

Du har ret til ikke at blive diskrimineret, hvis du vælger at udøve dine rettigheder, der er tildelt af CPRA – og Howmet bekræfter hermed, at du ikke vil blive diskrimineret for at udøve sådanne rettigheder.